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(57) Abstract : 
The present invention discloses a threat detection system for protecting a device against a cyber-attack and method thereof. The system includes, but not limited to, a computer network 
intrusion detector that detects external attacks, an analyzing unit connected to the intrusion detector to analyse each attack found and identify a characteristic indicative of that attack and a data 
filter unit connected to the analyzer to produce an alert based on the characteristics of several attacks. Further, a processing unit is configured to receive a first set of measures from a control 
system's initial operation, the first set of measurements being obtained by each of the control system's numerous sensing and actuating devices. Accompanied Drawing [FIG. 1]  
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